
Security Operations Center Team of the Year 
Defensive Cyber Space Operations Service Provider 
Continuous Improvement and Optimization Services Award Winner
Cyber Executive of the Year

Program Management
• Security & Privacy Policies 
• Security Management
• Continuous Service Improvement 
• Security Training

Security Operations Center
• Security/Network Monitoring 
• Incident Response Tier 1 – Tier 3 
• Incident Remediation 
• Network Forensics/Data Analysis

Security Engineering & Architecture
• Security Tool Stack Integration
• Security Tool Management 
• Security Hardening/STIGs 
• Data Loss Prevention 
• Security Orchestration and Automation 
• Security Dashboards

Intelligence Services
• Cyber Threat Intelligence
• Insider Threat

Pentration Testing
• Red Team 
• Blue Team
• Purple Team
• Threat Hunting

F E D E R A L

In-Depth Cyber Defense Against a Constantly Changing Threat Landscape

From government bodies to businesses and essential infrastructure, everyone can be the target of a cyber attack. But finding skilled 
teams with the right mix of expertise and flexibility remains a challenge and an ever-scaling investment. At Evolver Federal, we tailor our 
approach to fit your needs, blending battle-tested methods with forward-thinking strategies. We’re not just about checklists. We’re your 
customized roadmap to cybersecurity excellence, now and tomorrow. 

ISO 9001     I     ISO/IEC 20000-1     I     ISO/IEC 27001     I     CMMI-SVC ML3     I     CMMI-DEV ML3 

Risk Management Framework Support
• ISSO Services/Support
• Security Assessments
• Security Code Reviews
• Audit Support and Remediation 
• Continuous Monitoring
• Vulnerability Management
• FISMA Reporting

Capabilities

www.evolverinc.com 

Automations = 1,908,662
Records = 55,338 records

Hours Saved = 111,720 
ROI = $9,247,165

Transformative Achievements in Efficiency and Security

Evolver is tool-agnostic, 
adapting to your existing 

setup seamlessly 

Our streamlined processes 
slashed Mean Time to Detect 
(MTTD) and Mean Time to 

Resolve (MTTR) by over 90% 

In under 18 months, 
Evolver elevated Process 
Maturity from Level 1/2 

to Level 4/5

CYBERSECURITY



• GSA MAS

• NIH CIO-SP3 Small Business

• GSA 8(a) STARS III

• Army ITES-3S

Contract Vehicles
• DCMA MOCAS -eCLIMS

• Navy Seaport-NxG

• HUD Applications O&M

• NGA Intelligence and RMF

• DOC CATTS

• USPTO BOSS

• DOJ JMD BPA

• GSA Intelligence and RMF

• DIA SITE III

Joint Ventures

Corporate Experience

Melissa Marrah  -  Sr. Director of BD & Capture  -  mmarrah@evolverinc.com  -  www.evolverinc.com 

Situation 
 
USCIS sought contractor support to 
fortify its defenses against surging 
cyber threats. From pinpointing risks 
to orchestrating swift responses, 
the mission was clear: modernize 
every facet of cybersecurity to 
safeguard USCIS systems and 
data. From identifying cyber risks 
to orchestrating lightning-fast 
responses, every aspect of USCIS’s 
cybersecurity strategy was up for 
reinvention. 

 
Approach 
 
Centered on strategic 
initiatives, Evolver Federal’s 
approach prioritized continuous 
improvement, captured and 
provided via automated 
deliverables and reporting 
methods. The team deployed 
a combination of scripting 
techniques and Splunk data 
integration, enabling us to extract 
valuable insights from our security 
stack with precision and agility. 

 
Results Achieved 
 
Through our innovative approach, we achieved remarkable 
results: 

   • Maturing process workflows from CMMI Level 2 to Level  
      4, with select areas reaching the pinnacle of Level 5, fully  
      automated.  

   • Our automation, named the Security Orchestration,   
      Automation, and Response (SOAR) Center of Excellence    
      set a new standard for excellence within DHS.   
  • Not only did this initiative enhance USCIS cyber defense  
      capabilities, but it also generated substantial manual cost  
      savings of over $7.5 million. 

DHS USCIS CASE STUDY: Revamping Cybersecurity Resilience in the Modern Age 

Capability DHS HHS DoED DOT Peace 
Corps AOC USDA DOI HUD DOD DOC FEC EPA SEC

Program Management ☑ ☑ ☑ ☑ ☑ ☑ ☑

Security Operations Center ☑ ☑ ☑ ☑ ☑

Artificial Intelligence/ Machine Learning ☑

Security Engineering & Architecture ☑ ☑ ☑ ☑ ☑ ☑ ☑

Intelligence Services ☑ ☑ ☑ ☑ ☑

Penetration Testing ☑ ☑ ☑ ☑

Risk Management Framework Support ☑ ☑ ☑ ☑ ☑ ☑

COREV


